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SNM facility, if the information is not ob-
servable from a public area. 

c. Performance characteristics of installed 
systems. 

5. KEYS, LOCKS, COMBINATIONS, AND TAMPER- 
INDICATING DEVICES 

a. Types and models of keys, locks, and 
combinations of locks used in DoD SNM fa-
cilities and during shipment. 

b. Method of application of tamper-indi-
cating devices. 

c. Vulnerability information available 
from unclassified vendor specifications. 

6. THREAT RESPONSE CAPABILITY AND 
PROCEDURES 

a. Information about arrangements with 
local, State, and Federal law enforcement 
Agencies of potential interest to an adver-
sary. 

b. Information in ‘‘nonhostile’’ contin-
gency plans of potential value to an adver-
sary to defeat a security measure; i.e., fire, 
safety, nuclear accident, radiological re-
lease, or other administrative plans. 

c. Required response time of security 
forces. 

7. PHYSICAL SECURITY EVALUATIONS 

a. Method of evaluating physical security 
measures not observable from public areas. 

b. Procedures for inspecting and testing 
communications and security systems. 

8. IN-TRANSIT SECURITY 

a. Fact that a shipment is going to take 
place. 

b. Specific means of protecting shipments. 
c. Number and size of packages. 
d. Mobile operating and communications 

procedures that could be exploited by an ad-
versary. 

e. Information on mode, routing, protec-
tion, communications, and operations that 
must be shared with law enforcement or 
other civil agencies, but not visible to the 
public. 

f. Description and specifications of trans-
port vehicle compartments or security sys-
tems not visible to the public. 

9. INFORMATION ON NUCLEAR WEAPON STOCK-
PILE AND STORAGE REQUIREMENT, NUCLEAR 
WEAPON DESTRUCTION AND DISABLEMENT 
SYSTEMS, AND NUCLEAR WEAPONS PHYSICAL 
CHARACTERISTICS 

Refer to CG-W-5 for guidance about the 
physical protection of information on nu-
clear weapon stockpile and storage require-
ments, nuclear weapon destruction and dis-
ablement systems, and nuclear weapon phys-
ical characteristics that may, under certain 
circumstances, be unclassified. Such infor-
mation meets the adverse effects test shall 
be protected as DoD UCNI. 

PART 226—SHELTER FOR THE 
HOMELESS 

Sec. 
226.1 Purpose. 
226.2 Applicability. 
226.3 Policy. 
226.4 Responsibilities. 
226.5 Effective date and implementation. 

AUTHORITY: 10 U.S.C. 2546. 

SOURCE: 52 FR 42638, Nov. 6, 1987, unless 
otherwise noted. 

§ 226.1 Purpose. 
This part implements 10 U.S.C. 2546 

by establishing Department of Defense 
policy for the Department of Defense 
Shelter for the Homeless Program. 

§ 226.2 Applicability. 
This part applies to the Office of the 

Secretary of Defense (OSD), the Mili-
tary Departments (including their Na-
tional Guard and Reserve components), 
the Unified and Specified Commands, 
the Defense Agencies, and Department 
of Defense Field Activities (hereafter 
referred to collectively as ‘‘Depart-
ment of Defense Components’’). 

§ 226.3 Policy. 
(a) By Memorandum for the Secre-

taries of the Military Departments 
from the Secretary of Defense dated 
October 29, 1984, and entitled: ‘‘Shelter 
for the Homeless’’, the Secretary of De-
fense stated it is Department of De-
fense policy that shelters for the home-
less may be established on military in-
stallations. 

(b) The Secretary of a Military De-
partment, or designee, may make mili-
tary installations under his or her ju-
risdiction available for the furnishing 
of shelter to persons without adequate 
shelter in accordance with 10 U.S.C. 
2546 and this part if he or she, or des-
ignee, determines that such shelter 
will not interfere with military pre-
paredness or ongoing military func-
tions. 

(c) The Secretary of a Military De-
partment, after determining that a 
shelter for the homeless may be estab-
lished on a military installation, shall 
ensure that the plans for the shelter be 
developed in cooperation with appro-
priate State or local governmental en-
tities and charitable organizations. 
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